
DNS(DomaiN Name SyStem)



Introduction
• The internet model that follow the client/server paradigm.

• The DNS is a supporting program that is used by other 
programs such as E-mail.

• A user of a e-mail program may know the e-mail address of 
the recipient; however, the IP protocol needs the IP address.

• The DNS client program sends a request to a DNS server to 
map the e-mail address to the corresponding IP address.

• To identify the remote system/user, TCP/IP protocols use 
the IP address, which uniquely identifies the connection of a 
host to the internet.

• However, people prefer to use names instead of numeric 
values.

• The DNS system that can map a name to an address (or) 
address to a name.



DNS service



• When the internet was small, mapping was done by using a 
host file.[two columns-names and address-host store it-
update periodic]

• Today it is impossible, bcoz the host file would be too large 
and updating problem.

• The solution is to maintain in one computer and allow 
centralized access[huge traffic]

• Huge information divided into small parts today and stored 
different computer.[host can contact the closest computer 
holding the needed information.[method used by DNS]



Name space
• It is unambiguous, the name assigned to machines must be 

unique.

• Name space map each address to a unique name in two 
ways.
– Flat Name space

– Hierarchical Name Space.

Flat Name Space:
  A name in this space is a sequence of characters without 

structure.
A name may (or) may not have a common section.[it has 

no meaning].
 It cannot be used in internet.[duplication].



Flat Name space



Hierarchical Name Space
• Each name has several parts.

• The first part define the nature of the organization.

• The second part can define name of an organization.

• The third part can define departments in the organization, 
and so on.

• The central authority assigned only the first two part the 
name space the rest of parts are assigned organization itself.

• The organization can add prefix(or) suffix to the name to 
define its host or resource.

• The organization need not worry about the same name 
chosen by the other management for their resource. 



Domain Name Space
• When we have hierarchical name space, a domain name 

space to be designed.

• In that tree names are defined in an inverted-tree with one 
root at the top.

• The tree can have only 128 levels.

• Level 0(root) to level127



Label
• Each node in the tree has a label,  which is a string with a 

maximum of 63 characters.

• The root label is a null string(empty).



Domain Name
• A full domain name is a sequence of labels separated by 

dots.

• The domain names are always read from the node up to the 
root.

• Finally, it end with null(root node)



Example:
http://en.wikipedia.org/wiki/DNS_root
http://www.icann.org/en/contact
https://www.facebook.com/appcenter/ipl_top_scorer?
fb_source=search&fbsid=1101



Fully Qualified Domain Name
• A fully qualified domain name (FQDN) is the complete 

domain name for a specific computer, or host, on the 
Internet. 

• The FQDN consists of two parts: the hostname and the 
domain name. 

• If the label is terminated by a null string(.), it is called a 
FQDN

• For example, an FQDN for a hypothetical mail server might 
be mymail.somecollege.edu. 

• The hostname is mymail, and the host is located within the 
domain somecollege.edu.



Partially Qualified Domain Name(PQDN)
• If a label is not terminated by a NULL string, it is called a 

PQDN.

• It starts from a node, but it does not reach the root.

• Here the resolver can supply the missing part, called the 
suffix, to create an FQDN.

• Example:

• Google

• Yahoo

• Annauniv

• Kct



Domain
• A domain is a subtree of the domain name space.

• The name of the domain is the domain name of the node at 
the top of the subtree.



Distribution of Name Servers
• The information contained in the domain name space must 

be stored.

• It is inefficient also unreliable[one computer store huge 
information.]



Hierarchy of Name Servers
• The solution to these problems is to distribute the 

information among many computers called DNS servers.

• We create many sub DNS server based on the 
requirement[each divided into sub domain]



Zone and domain
• When a server dedicated for (responsible) over is called a 

zone.



Root server
• A root server is a server, whose zone consists of the whole 

tree.

• A root server usually does not store any information but 
authority to other servers.



Primary server and secondary servers
• DNS defines two types of servers:

• A primary server -stores a file about the zone, responsible 
for creating , maintaining, and updating the zone file.

• A secondary server – that transfers the complete 
information about a zone from another server and store the 
file on its local disk.



DNS in the Internet
• In the internet, the domain space(tree) is divided into three 

different section:
»Generic domains

»Country domains

» Inverse domains





Generic domains
• It define registered hosts according to their generic 

behaviour.













• http://www.labnol.org/internet/tools/opends
n-what-is-opendns-why-required-2/2587/





Default DNS in my system
• 10.1.105.30

• Google DNS:8.8.8.8

• 8.8.4.4

• Open DNS:208.69.38.205

• 208.67.222.222

• 208.67.220.220



DNS in Real world
• Run->cmd->ipconfig/all
















